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Abstract:   
 
The most important thing, the most valuable thing somebody can possess is information. If you think 
about it, having the right information is priceless.  From car history reports to medical records, to credit 
reports, to restaurant reviews.  Information is what drives purchases, dining experiences, even 
appropriate healthcare. Information is so important that we have evolved into an information society so 
it easy to understand the value of information and to understand how protecting that information is key 
to a customer’s (of any size) ability to grow and thrive.  
The reality is that protecting information today is more challenging than ever. In this session you will: 

 Gain insight into the key characters, phases and activities involved in a security breach 
 Hear anecdotal experiences of actual breaches and how these were perpetrated 
 Provided with an understanding of the key capabilities that will enable organizations to 

effectively manage the risks associated with breach 
 Get a clear understanding of the steps you  can take to focus, people process and tools in your 

organization 
 
Target Audience: 
 
All levels. 
 
COBIT Objectives:  
 
 
Speaker Bio:   
 
Phil Harris is a Security Strategist for Symantec. As an extension of Symantec’s CTO Office, Phil 
works closely with Security Business Unit Executives, Sales Organizations and Customers.  His 
responsibilities range from providing security strategy and direction, governance and compliance, 
industry security trends and threat landscape evolution, best practices and trusted advisor to security 
executives, business leaders, and IT executives and management to large enterprise customers.  Phil 
Harris is an accomplished Information Security Practitioner with over 20 years of experience and 
expertise in the areas of Security Strategy, Architecture, Risk Management, Governance and 
Compliance, Cryptography, Security Operations across a wide range of industries such as Insurance, 
Banking, Finance, Manufacturing, Retail.  Phil has built world-class security teams and programs, and 
provided executive security leadership and cultivated cross-organization buy-in. Phil has held several 
senior Information Security leadership roles including VP, Information Security Officer for companies 
like Providian Financial, Safeway, Inc., Global Information Risk Officer for JP Morgan Chase, Managing 
Director of Risk Management Practice for Charles Schwab, and Executive Information Security 
Consultant for Emagined Security, Inc. 
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