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Session Abstract 
The 20 Critical Security Controls for Effective Cyber Defense (the Controls) is a list of best practices 
guidelines for IT security, developed and maintained by hundreds of security experts from across the 
public and private sectors. The list gives practical, actionable recommendations for cyber security, but 
do you best apply these guides to the new reality of cloud-based or virtualized infrastructures? Attend 
this session to learn: 
 

 Which Controls are particularly vital to cloud security 

 Real-life examples of how the Controls can be implemented 

 Tips for measuring your organization’s security practice against the Controls 

Target Audience 
Security professionals, including IT security executives, auditors and engineers will benefit from this 
session. 
The session will provide a high level approach to Security Controls and will appeal to all skill levels.  

Speaker Bio 
As Senior Director of Security and Compliance, Bart Westerink is responsible for global information 
security architecture, information risk assessment, security event correlation and monitoring, control 
design and deployment, and information system regulatory compliance. 
 
Prior to joining CloudPassage, Bart spent 13 years at Salesforce.com where he held various roles in 
Information Technology, Technology Operations and Security. As Director of Security, Bart was 
responsible for enhancing the overall security posture of Salesforce.com acquisitions. Prior to 
Salesforce.com, Bart held engineering roles at various venture-backed startups. 
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