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Session Abstract 
The all-day Wireless Boot Camp session will cover the following topics: 

• Overview of Wireless Risk and Threats 
• Live Exploit Demonstration (captive portals, phishing attacks, advanced tethered rogues) 
• Mobile Platform Exploits (Smartphone attacks, IPad and Tablet attacks)  
• Live Security Countermeasures and Containment Measures  
• Forensics InvestigationTools 
• Implementing Accurate Rogue Detection Techniques 

  
Target Audience 
Anyone who has an interest in learning more about wireless as well as learn more about wireless 
hacking, risks and threats. 
 
COBIT Objectives 

 
N/A 
 

Speaker Bio 
Garry Drummond has been working in the hi-tech industry for over 15years of which the last 12 years 
have been focused in Network Security.   As a Certified Network Security Professional, CISSP, Mr. 
Drummond has help many Enterprises Businesses to implement a best practice approach to Proactive 
Risk Management.  With the recent increase in wireless threats Mr. Drummond joined AirDefense 
(Wireless Intrusion and Prevention  company) back in February 2006 to help his clients better 
understand the risks and threats involved with wireless technology and how best to address the 
problem space.  
 
Mr. Drummond now has his certifications for both the wireless security (CWSP) and network 
administrator (CWNA) and is currently studying for his CWNE. Mr. Drummond is also in the midst of 
authoring his first book on Technical Social Engineering, due to be released in 2013. 
 
 


