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	Direct Linkage Vague Or Not Identified

	8.2
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	Direct Linkage Vague Or Not Identified

	8.3
	    Customer Query Escalation
	
	
	Direct Linkage Vague Or Not Identified

	8.4
	    Monitoring of Clearance
	
	
	Direct Linkage Vague Or Not Identified

	8.5
	    Trend Analysis & Reporting
	
	
	Direct Linkage Vague Or Not Identified
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	Manage the Configuration
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	    Configuration Recording
	
	14-5

15-9
	Hardware and Software Inventory

Management of Networks

	9.2
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	14-5
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	Hardware and Software Inventory
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	9.3
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	15-9
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	9.5
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	9.6
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	Purchased Software Documentation
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	9.7
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	Direct Linkage Vague Or Not Identified

	9.8
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	Separation and Rotation of Duties

Library Controls
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	Manage Problems and Incidents
	
	
	

	10.1
	    Problem Management System
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Organizational Planning Guidelines
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	10.2
	    Problem Escalation
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10-1
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IS Contingency Planning
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10-2

10-4
	Corporate Contingency Planning Responsibilities

Organizational Planning Guidelines
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	12-14

12-18

12-23
	Documentation Standards

Maintenance of Documentation

Data Base Management Systems
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	12-14

12-18
	Documentation Standards

Maintenance of Documentation

	11.2
	    Source Document Authorization Procedures
	
	12-14

12-18
	Documentation Standards

Maintenance of Documentation

	11.3
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	12-14

12-18

13-10

13-14
	Documentation Standards

Maintenance of Documentation
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Terminal Entry

	11.4
	    Source Document Error Handling
	
	12-14

12-18
	Documentation Standards

Maintenance of Documentation

	11.5
	    Source Document Retention
	
	12-23

14-6

14-10

12-4
	Data Base Management Systems
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Data Integrity
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	11.6
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	12-23

13-14

14-10
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Terminal Entry
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14-10
	Terminal Entry

Data Integrity

	11.8
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14-10
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	11.11
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14-10
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14-10
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14-10
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14-10
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	11.16
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     Transmission & Transport
	
	14-4
	Personnel, Data File Media, and Computer Operations Security

	11.18
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	13-8

14-4
	Control of Data File Media

Personnel, Data File Media, and Computer Operations Security
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	14-4
	Personnel, Data File Media, and Computer Operations Security
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13-8
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Control of Data File Media
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	13-6
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	Backup
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	13-4
	Backup

	11.24
	    Back-up Jobs
	
	13-4

13-8

14-4
	Backup

Control of Data File Media

Personnel, Data File Media & Computer Operations Security

	11.25
	    Back-up Storage
	
	12-14

12-18

12-23
	Documentation Standards

Maintenance of Documentation

Data Base Management Systems

	11.26
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	13-4
	Backup

	11.27
	    Protection of Sensitive Messages
	
	12-4

14-6

14-10

14-13
	Software Acquisition

Data Security

Data Integrity

Transmission Controls

	11.28
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	12-4

14-6

14-10

14-13
	Software Acquisition

Data Security

Data Integrity

Transmission Controls
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	12-4

14-6

14-10

14-13
	Software Acquisition

Data Security

Data Integrity

Transmission Controls
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	14-6

14-10
	Data Security

Data Integrity
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	Manage Facilities
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	    Physical Security
	
	13-8

14-3
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	Control of Data File Media

Physical Security for PCs and Distributed IS Environments

Personnel, Data File Media & Computer Operations Security
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	14-2
	Security Plan

	12.3
	    Visitor Escort
	
	14-4
	Personnel, Data File Media, and Computer Operations Security

	12.4
	    Personnel Health & Safety
	
	14-4
	Personnel, Data File Media, and Computer Operations Security
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	    Protection Against Environmental Factors
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	Protection Against Physical Disasters and Other Disruptions

Physical, Building, Cabinet, and Vault Security

Personnel, Data File Media & Computer Operations Security

Data Security
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14-2
	Protection Against Physical Disasters and Other Disruptions

Physical, Building, Cabinet, and Vault Security
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	Manage Operations
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13-1

13-3

15-9

15-13
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Equipment Operations

Management of Networks
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13-1
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	13-3
	Scheduling
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13-6
	Scheduling

Operator Controls
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	Operator Controls
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Operator Controls
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	MONITORING
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	Third Party Reviews of Service Centers
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